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KEY ELEMENTS OF A FILE FORMAT STRATEGY 
The only bad file format is one that hasn't been documented. 

 
Within the Digital Preservation Community there 

are many references to policies on file formats, 
acceptable file formats, preservation policies and 
strategies, risk matrices, and action plans. All have the 
intention of defining and describing file formats and 
guiding decisions on which formats to preserve how, 
and when. My team and I originally created a File 
Format Action Plan, which was later migrated from 
OneNote to Confluence and then included more 
strategic plans for hundreds of file formats. This paper 
explores which key elements should be included in an 
effective file format strategy and the different ways 
such data can be used by people and systems. What 
works for one institution may not work for another, 
and the work created by a larger institution may 
benefit those with smaller resources. 

Keywords – File Formats, Documentation, Registry 
Conference Topics – We’re All in this Together; 

From Theory to Practice. 

I. INTRODUCTION 

Recently I attended a webinar entitled, "Do 
unacceptable file formats exist?".[1] The chat during 
the webinar was most telling in how everyone views 
the topic of file formats within their organizations. I 
observed that Institutional polices and available 
resources end up driving or limiting most of the work 
in creating strategies. My response to the webinar 
question is this: “the only unacceptable file format is 
one that hasn't been documented.”  

II. THE PROBLEM AT HAND 

As digital preservation professionals we 
understand the work we do is more than a backup.  

“A backup is a short-term data recovery solution 
following loss or corruption and is fundamentally 
different to an electronic preservation archive.” [2] 

“Digital preservation combines policies, strategies 
and actions that ensure access to digital content over 
time.”[3] 

Ensuring access to digital content over time is a 
monumental task. The last few decades have seen a 
number of changes in the way we interact with our 
computers and devices. This has led to an explosion 
of software releases and just as quickly, that same 
software becoming obsolete. Recent trends in 
software subscriptions models keep digital 
preservation professionals working tirelessly to 
ensure this access.  

Preserving a set of born-digital files from a 
previous decade can be daunting as format 
identification tools may not always be able to identify 
the format. The file format may not be documented 
anywhere on the modern web. It may take a bit of 
sleuthing to find samples in order to understand 
which specific software created the files.  

While some file formats were designed to be 
easily understood, there are many binary and 
container formats which end up requiring qualified 
guesses on their origin and signature.  

In one instance, I was documenting a proprietary 
format and I felt I had gathered enough samples to 
identify the header and which bytes indicated 
version. When I reached out to the developer to 
confirm, their response was, “Please, do not use any 
hex editor and do not try to analyze the binary data 
file.” This type of attitude makes preservation and 
access difficult for many many formats, increasing 
the risk in preserving. 

In contrast, another format I researched was 
popular for a short time in the 1990’s, often bundled 
with scanning software. It was a raster image format 
which faded off into obsolescence. Although the 
specifications were made public at the time, all links 
had rotted and were not available in the WayBack 
Machine. I was finally able to track down a developer 
and they were happy to share a copy of the 
specifications! [5] 
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Documenting old and new file formats reduces 
the risk of obsolescence, and if shared, reduces 
duplicated efforts.  

III. KEY ELEMENTS 

Files stored in a repository all have unique 
attributes and history. The extension is not the only 
element dictating how these files are identified, 
migrated, or rendered. Below are some additional 
key elements that can be included in a file format 
strategy. 

A. Identification 
File formats should be identified using tools 

which look closer at a file beyond the extension. File 
Format Signatures can change over time. PRONOM 
PUID’s are often used as the standard identifier, but 
there are many other tools which can be used. 

B. History or brief description 
Record a little background on the file format and 

its use at your institution. Include a current status of 
the software and its support by the developer. 

C. Registries 
There are many registries which you can refer to. 

Build on these for your institution specific needs. 
D. Version information 

Each version of software will create new versions 
of a file format. Knowing which versions of a file 
format are compatible with corresponding versions 
of software is important for proper rendering. 

E. Specifications 
If specifications for the file format exist, a 

reference to them should be included. If the 
specifications are unpublished or proprietary, details 
about research can be documented here.  

F. Software to open/render 
List which software can open and render the file 

format. Rendering matters. Not all software will open 
a file the same way. [4]  

G. Software for migration 
Software used for migration or normalization can 

be different than what is used to render. This 
element can also list software to avoid as it may 
cause unwanted changes. Include a decision tree for 
when a file is migrated.  

H. Software to extract key properties 
Detail which software can be used to extract key 

significant properties from the file format and their 
use. 

 
 

I. Significant Properties (TechMD) 
List which properties of the file format are 

important to extract? A TIFF may be an excellent 
raster image format to preserve, but if compressed 
with LZW, it may present a higher risk. List minimum 
set of required properties per institutional policy. 

J. Risk 
Risk assessments or preservation levels of 

support documents are useful tools for guiding 
strategy. [6] 

K. Software to validate 
Many file formats can be validated to known 

specifications for institutional requirements. 
Software such as JHOVE or MediaConch can be listed 
here. 

L. Rules 
Many preservation systems have processing 

rules in place to help automate known identification 
and validation issues. Documenting these issues is 
important  to understand decisions and preservation 
plans. 

M. Platform (Mac/Win/Linux) 
Some file formats and tools are platform-specific 

and require a certain environment to properly 
render or migrate. 

 
 

 
Fig. #1, Example Strategy in Microsoft OneNote 
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IV. AUDIENCE 

Who will be using this file format strategy? Is it 
just for preservation staff or is it intended for a 
broader audience? Institutional policies may be only 
useful internally, but documentation on file formats 
can be useful to share with the community.  

V. STORING & USING THE DATA 

Strategies can be documented in many ways. 
From simple Word Documents [7] to Excel 
spreadsheets [8], from Microsoft OneNote to 
Confluence. Others are using SQL databases or the 
popular Wikidata [9] ,Mediawiki approach. You can 
start small and grow the strategy over time or 
harvest from other sources into an actionable 
resource.   

Digital Preservations Systems are moving toward 
more automated policies and preservation actions. 
These can be very useful, but don’t let them replace 
your institutional strategies or be the only place such 
strategies are documented.  

VI. CONCLUSION 

Half the fun in documenting file formats is 
learning the history about the developer(s) and the 
purpose of each file format. Some were designed 
with the future in mind, while others were put 
together hastily to meet a deadline. Better still are 
the hidden meanings the developer left to be found 
by the curious (though, be careful of going down 
rabbit holes). 

The statement, “The only bad file format is one 
that hasn't been documented” is not meant to 
convey that all documented file formats have no risk. 
It simply means that the more the community can 
document the formats in our repositories, the less 
risk they represent to preservation and access into 
the future.  
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